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Preface

This book has been written specifically for IT professionals who need to learn System Center App Controller quickly. In this book, you will find chapters separated by topics that are task-specific, intentionally utilizing the minimum amount of theoretical jargon and providing step-by-step information to complete the task successfully. We hope you will enjoy this book as much as we enjoyed writing it for you.

What this book covers

Chapter 1, Introduction to System Center 2012 R2 App Controller, provides an introduction and outlines setting up App Controller, prerequisites, issues addressed by App Controller, a planning guide, and common issues to keep in mind during planning and deployment phases.

Chapter 2, Installing and Working with Different App Controller Components, provides step-by-step instructions for the installation of SQL Server, the installation of required services, and then deployment of System Center App Controller Server.

Chapter 3, Deploying and Configuring System Center Virtual Machine Manager Server, provides step-by-step instructions for completing a successful installation of SCVMM 2012 R2 Server. After completing the installation, further instructions are provided to create a private cloud.

Chapter 4, Customizing App Controller, introduces you to the App Controller administrative portal. Further instructions are provided to integrate the SCVMM server with App Controller. It also covers integrating the Azure cloud subscription, roles-based access, adding network share to the SCVMM server, and configuring the SSL certificate for the App Controller website.
Chapter 5, *Exploring Advanced Options*, provides some of the common day-to-day tasks faced by IT professionals administering a hybrid private and public cloud network. You will be introduced to the PowerShell module for App Controller, Windows Azure PowerShell module installation, and copying VHD files to the Azure cloud.

Chapter 6, *Backup and Recovery*, introduces you to the choices available for backing up App Controller. It provides step-by-step instructions to back up App Controller.

**What you need for this book**

To follow exercises in this book, System Center 2012 R2 evaluation for App Controller and Virtual Machine Manager along with the evaluation version of SQL Server 2012 Service Pack 2 and the Windows Server 2012 R2 operating system are required. A virtual or physical server running ADDS services and an evaluation version of Microsoft Azure subscription for completing the Azure connectivity steps is required. Windows Server 2012 R2 Server with Hyper-V role enabled is required to add as a host server in VMM and to boot the virtual machine.

**Who this book is for**

This book is intended for IT professionals working with Hyper-V, the Azure cloud, VMM, and private cloud technology, looking for a quick way to get up to speed with System Center 2012 R2 App Controllers. VMM administrators will also benefit from this book as it addresses managing Azure subscription with App Controller and moving data from the private cloud to public cloud.

To get the most from this book, you should be familiar with Microsoft Hyper-V technology. Knowledge of Virtual Machine Manager is helpful but not necessary. Access to a physical server or cluster running Windows Server 2012 R2 and Hyper-V extensions enabled is necessary to perform the steps related to Hyper-V.

All of the System Center 2012 R2 Components, including Windows Server 2012 R2, are available as a 180-days trial from Microsoft download center.

**Conventions**

In this book, you will find a number of text styles that distinguish between different kinds of information. Here are some examples of these styles and an explanation of their meaning.
Preface

Code words in text, database table names, folder names, filenames, file extensions, pathnames, dummy URLs, user input, and Twitter handles are shown as follows: "In our case, it is a domain user account created for SQL services that is srv_sql_acc."

A block of code is set as follows:

```
Import-Module AppController
$cred = Get-Credential
$scac = 'https://appcontroller.contoso.internal'
Get-SCACServer -ServerName $scac -Credential $cred
```

New terms and important words are shown in bold. Words that you see on the screen, for example, in menus or dialog boxes, appear in the text like this: "Right-click and select Run as administrator."

Warnings or important notes appear in a box like this.

Tips and tricks appear like this.

Reader feedback

Feedback from our readers is always welcome. Let us know what you think about this book—what you liked or disliked. Reader feedback is important for us as it helps us develop titles that you will really get the most out of.

To send us general feedback, simply e-mail feedback@packtpub.com, and mention the book's title in the subject of your message.

If there is a topic that you have expertise in and you are interested in either writing or contributing to a book, see our author guide at www.packtpub.com/authors.

Customer support

Now that you are the proud owner of a Packt book, we have a number of things to help you to get the most from your purchase.
Downloading the color images of this book

We also provide you with a PDF file that has color images of the screenshots/diagrams used in this book. The color images will help you better understand the changes in the output. You can download this file from: http://www.packtpub.com/sites/default/files/downloads/8538EN_ColoredImages.pdf.

Errata

Although we have taken every care to ensure the accuracy of our content, mistakes do happen. If you find a mistake in one of our books—maybe a mistake in the text or the code—we would be grateful if you could report this to us. By doing so, you can save other readers from frustration and help us improve subsequent versions of this book. If you find any errata, please report them by visiting http://www.packtpub.com/submit-errata, selecting your book, clicking on the Errata Submission Form link, and entering the details of your errata. Once your errata are verified, your submission will be accepted and the errata will be uploaded to our website or added to any list of existing errata under the Errata section of that title.

To view the previously submitted errata, go to https://www.packtpub.com/books/content/support and enter the name of the book in the search field. The required information will appear under the Errata section.

Piracy

Piracy of copyrighted material on the Internet is an ongoing problem across all media. At Packt, we take the protection of our copyright and licenses very seriously. If you come across any illegal copies of our works in any form on the Internet, please provide us with the location address or website name immediately so that we can pursue a remedy.

Please contact us at copyright@packtpub.com with a link to the suspected pirated material.

We appreciate your help in protecting our authors and our ability to bring you valuable content.

Questions

If you have a problem with any aspect of this book, you can contact us at questions@packtpub.com, and we will do our best to address the problem.
Introduction to System Center 2012 R2 App Controller

It has been a long journey for the evolution of App Controller. We will be discussing how this component evolved during the last couple of iterations of the VMM product.

App Controller is a component of the System Center family. Historically, it used to be the self-service portal in the Virtual Machine Manager 2008 R2 server. With the release of the System Center 2012 suite, Microsoft consolidated SCCM, SCOM, VMM, SCSM, Orchestrator, Data Protection Manager, and Software Update Publisher (SUP) as a single-bundle software suite to manage enterprise data centers. With the release of System Center 2012 Service Pack 1, the system center's virtual machine manager self-service portal was removed from Virtual Machine Manager Server and distributed as System Center App Controller. It was a well-timed change, as Microsoft was addressing its move towards a Cloud OS-centric approach.

To date, System Center App Controller is an extension of Virtual Machine Manager. It adds further functionality to Virtual Machine Manager by exposing role-based access control for users consuming resources allocated in the private cloud, as well as adding functionality to manage public cloud services such as Microsoft Azure.

In this chapter, we will cover the following topics:

- Introduction to App Controller
- Considerations before beginning installation
- Overview of the prerequisites required
Issues addressed by System Center App Controller

With the release of System Center 2012 Service Pack 1, the self-service portal was removed from Virtual Machine Manager and introduced as a separate component of the System Center suite. Up to this point, the private cloud and public cloud were two distinct technologies. To manage a public cloud such as Microsoft Azure, we had to log on to the Microsoft Azure Management portal; and to manage our private cloud, we had to log in to the System Center Virtual Machine Manager. System Center App Controller gave us a single pane where we can manage Windows Azure resources in the cloud, on-premises private cloud management capability, and ability to allow access to resources modelled around business function as a user role, hence simplifying security management and administration of a multi-tenant environment.

Quick planning primer

For planning and design purposes, App Controller is one of the simplest components of the System Center family. To get the App Controller up and running quickly, the Web IIS role is required on at least one of supported server operating systems. A supported SQL Server is required to store the App Controller database. To get extended App Controller features enabled, a component of the System Center family, named Virtual Machine Manager Server, is required in the environment. It can provision, manage, and convert virtual machines. We can also use a shared storage to convert and upload virtual machines to the Microsoft Azure cloud. There is also a requirement of Active Directory Certificates Services if we want to use a certificate from a trusted corporate certification authority, although a self-signed certificate can also be used.

If we want to make App Controller highly available, there are three options possible, as follows:

- Making the database highly available by installing the database on a clustered SQL Server instance
- Making the App Controller server highly available either by creating a virtual machine on a Hyper-V cluster and making the virtual machine highly available or installing multiple App Controller servers behind a load balancer
If multiple App Controller servers are installed behind a load balancer, an encryption key will have to be extracted using the Export-SCACAesKey PowerShell cmdlet. Then you will need to import the extracted key on each load-balanced App Controller server during the installation process.

## Installing the prerequisites

Let's cover the prerequisites for successful installation of App Controller. System Center Virtual Machine Manager has to be deployed in the environment to extend App Controller's management capability of administering a private cloud. App Controller extends Virtual Machine Manager's capabilities and allows conversion and uploads of virtual machines from a private cloud to the public cloud.

### Windows assessment and deployment toolkit for Windows 8.1

The Windows ADK toolkit is required in order to install System Center 2012 R2 Virtual Machine Manager Server. Windows Assessment and Deployment Kit is a free toolkit from Microsoft, and can be downloaded from [http://www.microsoft.com/en-gb/download/details.aspx?id=39982](http://www.microsoft.com/en-gb/download/details.aspx?id=39982). It can be installed on the following operating systems:

- Windows 8.1
- Windows 8
- Windows 7
- Windows Sever 2012 R2
- Windows Server 2012
- Windows Server 2008 R2
- Windows Sever 2008
- Windows Vista

Microsoft .NET 4.5 is required for successful installation, and is installed automatically if it is missing. Windows Server 2012 has .NET 4.5 installed out of the box.
Windows Assessment and Deployment Kit for Windows 8.1 includes the following components:

- **Application Compatibility Toolkit (ACT):** This can be used to build inventories of software installed on computers and also to assess compatibility with Windows 8.1 after migration. This component requires SQL Server 2005 or newer versions. The SQL Server Express edition can also be used.

- **Deployment Tools:** This includes DISM and other deployment tools used to customize disk images and automate deployment.

- **Windows Preinstallation Environment:** This is a small-footprint operating system that can be used to prepare a computer for installation and servicing. It is dependent on Deployment Tools.

- **User State Migration Tool:** This tool is used to migrate user data from one Windows-based machine to another. It includes three packages: ScanState, LoadState, and USMTUtils.

- **Volume Activation Management Tool:** This tool can be used for automatic activation of Windows and Microsoft Office. SQL Server 2008 or a newer version is required to hold the database file.

- **Windows Performance Toolkit:** This tool can be used to monitor application performance against Windows operating system profiles. WPT includes Windows Performance Recorder, Windows Performance Analyzer, and Xperf tools.

- **Windows Assessment Toolkit:** This tool can produce diagnostic and remediation information against a local system by running jobs to measure reliability, performance, and functionality. It requires Deployment Tools, Windows PE, Windows Performance Tools and SQL Server. All of these are included in the ADK 8.1 download.

After downloading the adksetup.exe file, the setup process will attempt to download 4 gigabytes of files during the installation process. We can also download the ADK kit for offline usage, and transfer the files to the required server over LAN for easier access. For installation, perform the following steps:

1. To download the files for local access, browse to the location where adksetup.exe has been stored. Right-click and select **Run as administrator**, as shown in the following screenshot:
2. After the installation wizard starts, select the **Download the Windows Assessment and Deployment Kit for Windows 8.1 for installation on a separate computer** option. Then specify the download location path under **Download Path**. To keep the installation files isolated, I always create a subfolder in the same location where `adksetup.exe` is located. Ensure that enough space is available on the disk and then click on **Next**, as shown in this screenshot:
3. Select the appropriate answer according to your environment for *Join the Customer Experience Improvement Program*. It does help Microsoft in creating a better product. Then click on *Next*, as shown in the following screenshot:

4. Accept the license agreement by clicking on *Accept*, as shown here:
5. After you accept the license agreement, the process of downloading the required files will begin, as shown in the following screenshot:

![Screenshot of downloading features](image1)

6. Click on **Close** after the download has completed successfully, as shown in this screenshot:

![Screenshot of download complete](image2)
7. Once the download process has been completed, start adksetup.exe from the folder where the complete package files have been downloaded. The folder appears as shown in the following screenshot:

8. This time, the installation options will be slightly different. Select the installation path and click on Next, as shown in this screenshot:

9. Select the appropriate answer according to your organization in the Join the Customer Experience Improvement Program section, and click on Next, as shown in the following screenshot:
10. Accept the terms and conditions. Then you will be presented with the section about installation of features. Select the Deployment Tools and Windows Preinstallation Environment (Windows PE) features only, and then click on Install, as shown here:
Other application requirements and dependencies to consider

System Virtual Machine Manager is still required for App Controller to work with private cloud resources. For instructions on installing Virtual Machine Manager, refer to the Installing System Center 2012 R2 Virtual Machine Manager section in Chapter 3, Deploying and Configuring System Center Virtual Machine Manager Server.

We will be installing System Center 2012 R2 App Controller on Windows Server 2012 R2. App Controller's server-side components are supported by Microsoft on the following operating systems:

- Windows Server 2008
- Windows Server 2008 SP2
- Windows Server 2008 R2
- Windows Server 2008 R2 SP 1
- Windows Server 2012 R2 Standard, Datacenter edition

System Center 2012 R2 Application Controller requires the IIS role installed to function. If the IIS role is not enabled, the setup installer enables the role automatically, with the correct features enabled. The required IIS features are as follows:

- Static Content
- Default Document
- Directory Browsing
- HTTP Errors
- ASP.NET
- .NET Extensibility
- ISAPI Extensions
- ISAPI Filters
- HTTP Logging
- Request Logging
- Tracing
- Basic Authentication
- Windows Authentication
Microsoft .NET Framework 4.5 should also be installed. The setup wizard will install .NET 4.5 if it's missing. On Windows Server 2012 R2, .NET Framework 4.5 is installed by default.

The App Controller server must be member of an Active Directory Domain. Besides, Virtual Machine Manager Console needs to be installed as a software requirement on the App Controller server.

System Center 2012 R2 App Controller requires access to a SQL server to store critical data. Microsoft-supported versions of SQL Server for System Center 2012 R2 App Controller are as follows:

- SQL Server 2008 R2 SP2 Standard, Datacenter edition
- SQL Server 2008 R2 SP2 Standard, Datacenter edition
- SQL Server 2012 Enterprise, Standard (64-bit) edition
- SQL Server 2012 SP1 Enterprise, Standard (64-bit) edition

### System Center 2012 R2 App Controller scaling limitations

System Center 2012 R2 App Controller has the following scaling and performance limitations:

<table>
<thead>
<tr>
<th>Description</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Maximum number of SCVMM management servers</td>
<td>5</td>
</tr>
<tr>
<td>Maximum number of Windows Azure subscriptions per user</td>
<td>20</td>
</tr>
<tr>
<td>Maximum number of concurrent users</td>
<td>75</td>
</tr>
<tr>
<td>Maximum number of jobs that can be run in a 24-hour interval</td>
<td>10,000</td>
</tr>
<tr>
<td>Maximum number of objects in a Windows Azure storage directory</td>
<td>900</td>
</tr>
</tbody>
</table>
Summary

In this chapter, you learned the history of App Controller. Then we looked at the prerequisites required for successful installation. We also looked at the Microsoft supported versions of components. Finally, we looked at the limitations of App Controller.

In the next chapter, we will install prerequisites, required services, SQL Server, and App Controller.
In this chapter, we will start with the installation of SQL Server. Then we will move on to prepare the App Controller server for installation of System Center 2012 R2 App Controller. We will finish off with the installation of the App Controller service. After reading this chapter, you will be able to perform the following tasks:

- Installation of SQL Server 2012 Service Pack 1
- Installation of prerequisites for App Controller
- Installation of the IIS Server role
- Installation of System Center 2012 R2 App Controller
Installing SQL Server

System Center 2012 R2 App Controller requires an instance of SQL Server to store critical data. In this section, we will be preparing an instance of SQL 2012 Service Pack 1 for App Controller. At the time of writing this book, App Controller supports the following versions of SQL Server to host the App Controller database:

<table>
<thead>
<tr>
<th>SQL Server edition</th>
<th>Service pack</th>
<th>Architecture</th>
</tr>
</thead>
<tbody>
<tr>
<td>SQL Server 2008 R2 Datacenter</td>
<td>Service Pack 2</td>
<td>x86 and x64</td>
</tr>
<tr>
<td>SQL Server 2008 R2 Enterprise</td>
<td>Service Pack 2</td>
<td>x86 and x64</td>
</tr>
<tr>
<td>SQL Server 2008 R2 Standard</td>
<td>Service Pack 2</td>
<td>x86 and x64</td>
</tr>
<tr>
<td>SQL Server 2012 Standard</td>
<td>None</td>
<td>x86 and x64</td>
</tr>
<tr>
<td>SQL Server 2012 Enterprise</td>
<td>None</td>
<td>x86 and x64</td>
</tr>
<tr>
<td>SQL Server 2012 Standard</td>
<td>Service Pack 1</td>
<td>x86 and x64</td>
</tr>
<tr>
<td>SQL Server 2012 Enterprise</td>
<td>Service Pack 1</td>
<td>x86 and x64</td>
</tr>
</tbody>
</table>

We will be installing Microsoft SQL Server 2012 Service Pack 1. App Controller simply needs a supported instance to store data in the database. We require at least a database engine feature to host databases, but we will also be installing SQL management tools.

Attach the downloaded ISO file from the Microsoft licensing portal, or simply obtain a trial version from Microsoft. Attach or copy the media to the server that will be hosting the SQL Server services. In our case, it's contoso-sql02.contoso.internal:
1. Before we start the SQL Server installation wizard, create a domain user account in Active Directory users and computers. This account will be used as an SQL Service account later during installation. We also need to enable .Net Framework 3.5 Features by launching Server Manager and adding the features, as shown in the following screenshot:
2. Select the **Restart the destination server automatically if required** option. Adding this feature will require the installation media attached to the server. Click on the **Specify an alternate source path** link at the bottom of the wizard, as shown in the following screenshot, and type `<drive letter>:\sources\sxs` in **Path**:

![Add Roles and Features Wizard](image)

3. Then add the SQL Service account to the **Local Administrators** group on the designated SQL server.

4. Now browse to the location of the SQL Server installation media. Right-click on `Setup.exe` and select **Run as Administrator**.
5. Once **SQL Server Installation Center** launches, select **Installation** from the left pane and then select the **New SQL Server stand-alone installation or add features to an existing installation** link, as shown in this screenshot:

6. After **Setup Support Rules** have run successfully, click on the **OK** button.

7. Insert your **Registration key** details provided by Microsoft. We will be installing the trial version. Click on **Next**.

8. Accept **End User License Agreement**. Then click on **Next**.

9. After **Support Files** have been installed successfully, click on **Next**.
Installing and Working with Different App Controller Components

10. Leave the default selection and click on Next, as shown in the following screenshot:

11. Select **Database Engine Services** and **Management Tools - Complete**, as shown in this screenshot:
12. For better performance with databases, change the installation path to a non-system drive. I have already added a D drive to the SQL Server dedicated for the database files. After making all the changes, click on **Next** as shown in the following screenshot:
13. After the installation rules have been run successfully, click on **Next**, as shown in the following screenshot:

![Installation Rules](image)

14. Leave the default instance name, change **Instance root directory** to the D drive, and click on **Next**, as shown in this screenshot:

![Instance Configuration](image)
15. Review the disk requirements page as shown in the following screenshot, and then click on Next:

![Disk Space Requirements screenshot](image1)

16. Change the SQL Service account to designated service accounts. In our case, it is a domain user account created for SQL services that is srv_sql_acc. We will be changing **SQL Server Database Engine** and the **SQL Server Agent** account. Then switch to the **Collation** tab, as shown in this screenshot:

![Server Configuration screenshot](image2)
17. Click on **Customize** and select **SQL_Latin1_General_CP1_CI_AS** as the collation type, as shown in the following screenshot:

![Customize the SQL Server 2012 Database Engine Collation](image1)

18. After changing **Collation**, click on **Next** as shown in this screenshot:

![Server Configuration](image2)
19. Leave **Authentication mode** as the default value of **Windows Authentication**. Add your own users or groups that require access to the SQL Server administration or troubleshooting here. Then click on **Next**.

20. Make a choice according to your enterprise to send error reports to Microsoft. We won’t be sending error reports to Microsoft, so click on **Next**.

21. After **Installation Configuration Rules** has run successfully, click on **Next**, as shown in the following screenshot:

![Installation Configuration Rules](image)

22. Review the information gathered during setup from the wizard. Note the location of the log files. Then click on **Install**. This is a good time for a coffee break. By default, the configuration file is created at `C:\Program Files\Microsoft SQL Server\110\Setup Bootstrap\Log\<Date of Installation>\ConfigurationFile.ini`.

23. After successful installation, review the installed features and then click on **Close**.

24. Log on to SQL Server using SQL Server Management Studio to confirm that the SQL services are running.
25. If the connection fails for any reason, then launch SQL Server Configuration Manager Console to check whether the SQL Server (MSSQLSERVER) instance is started.

26. An alternative method is to launch Services console. Check the status of the SQL Server (MSSQLSERVER) service.

Installing required services
In this section, we will be preparing the App Controller server with the Web IIS server configuration and the SCVMM console.

Installing Web IIS server
In this section, we will be installing the Internet Information Services on the App Controller server manually. Let's take a look at the following steps:

1. To begin the installation, launch Server Manager. Select Dashboard, click on Add Roles and Features, and then click on the Next button in the first dialog page. Select Role-based or feature-based installation and click on Next. Leave the default settings as they are in the Select destination server dialog box and click on Next. We will be adding the Web Server (IIS) role, as shown in the following screenshot:
2. Select Web Server (IIS) and select Add Features in the dialog box that pops up. Then click on Next.

3. Click on the Next button in the features' dialog box, leaving the settings at default. In the Web Server (IIS) roles dialog box, the features that should be selected during the IIS installation are Static Content, Default Document, Directory Browsing, HTTP Errors, ASP.NET, .NET Extensibility, ISAPI Extensions, ISAPI Filters, HTTP Logging, Request Monitor, Tracing, Basic Authentication, Windows Authentication, Request Filtering, Static Content Compression, and IIS Management Console.

4. After selecting the required features, click on Next.

5. Review the list of selected features, and then click on Install.

Installing the SCVMM console

In this section, we will install the System Center Virtual Machine Manager console on the App Controller server. Extract and copy SCVMM 2012 R2 Media to the App Controller server. Then perform the following steps:

1. Browse to the folder where you copied the installation media. Right-click on the Setup.exe file and select Run as administrator.

2. Once the wizard launches, select the Install link, as shown in the following screenshot:
3. Click on the checkbox next to **VMM console**, and then click on **Next**, as shown in this screenshot:

![Screenshot of Microsoft System Center 2012 R2 Virtual Machine Manager Setup Wizard](image)

4. Agree to the **End User License Agreement** terms and click on **Next**.
5. At the **Microsoft Update** page, make a choice according to your corporate policies. Then click on **Next**.
6. Leave the default installation path as it is and click on **Next**.
7. Leave **Default port settings** for VMM console communication. The VMM console, by default, communicates using port **8100**. Then click on **Next**.
8. Review the settings and click on **Install**, as shown in the following screenshot:

9. After the SCVMM console has been successfully installed, click on **Close**.

**Installing System Center 2012 R2 App Controller**

In this section, we will be installing System Center 2012 R2 App Controller on the **contoso-app01.contoso.internal** server. Copy or mount the installation media to the server.

1. I have created a domain user service account for App Controller, called **srv_scac_acc**. Add this account to the **Local Administrator** group on the App Controller server using the **Computer Management** snap-in console.
2. Extract the files by running the wizard. Right-click on Setup.exe and select Run as administrator, as shown in the following screenshot:

3. Click on the Install link from the App Controller Setup dialog box.
4. Input your product key. We will be installing a trial version, so we will simply click on the Next button, without any product key.
5. Accept the End User License Agreement and click on Next.
6. Click on the Install button to install the missing software page.
7. Leave the default settings at the installation path page and click on Next.
8. Provide the Domain account name details for the App Controller service, leave the default internal communication port of 18622 as it is, and click on Next, as shown in the following screenshot:
9. Select **Generate self-signed certificate** and click on **Next**.
10. Provide the details of SQL Server and then click on **Next**, as shown in this screenshot:
11. Make a choice according to your environment's requirements. I always send data back to Microsoft so that they can improve the product. Then click on Next.

12. Review your settings and then click on the Install button, as shown in the following screenshot:

![Confirm the settings screenshot]

13. The installation does not take too long. After successful installation, take note of the URL for the App Controller site, and then click on Finish, as shown in this screenshot:
14. Ensure that the firewall ports are open to allow access to the App Controller server.

15. This concludes the installation of System Center 2012 R2 App Controller.

**Summary**

In this chapter, we installed the prerequisites of App Controller for a successful installation. This included setting up SQL Server and prestaging the required services. Then we installed System Center 2012 R2 App Controller.

In the next chapter, we will go through the steps to install and configure System Center 2012 R2 Virtual Machine Manager.
Deploying and Configuring System Center Virtual Machine Manager Server

System Center 2012 R2 App Controller enables the private cloud management feature by integrating with System Center Virtual Machine Manager. This chapter will provide step-by-step instructions for successful deployment of Virtual Machine Manager service. In this chapter, we will cover the following topics:

- Prerequisites of SCVMM installation
- Installation of the SCVMM service
- Configuration of SCVMM objects

One of the key requirements for successful Virtual Machine Manager installation is availability of supported SQL Server. SQL Server will be hosting the Virtual Manager database. This database contains SCVMM configuration and critical data for the service. For help with installation of SQL Server, review the Installing SQL Server section of Chapter 2, Installing and Working with Different App Controller Components.

Download installation media from the Microsoft website. Attach or copy extracted media to the server that will be hosting the SQL Server services.
Prerequisites for installation
In this section, we will be installing the necessary prerequisites before installation of Virtual Machine Manager.

Installing ADK 8.1
For instructions on the installation of ADK 8.1, refer to the Windows assessment and deployment kit for Windows 8.1 section in Chapter 1, Introduction to System Center 2012 R2 App Controller.

Account permission requirements
The Virtual Machine Manager service requires elevated access to some server roles. The following are the settings that need to be configured before starting the installation of the VMM server:

• Create a standard domain user account in Active Directory's users and computers. Then add it to the local administrators security group on the VMM server. We created an srv_vmm account. A restart is recommended after adding the account to the local administrators group.

• Add the VMM server computer account to the local administrator group on a designated SQL server. A restart is recommended after adding the computer account to the local administrators group.

Installing System Center 2012 R2 Virtual Machine Manager
In this section, we will be installing System Center 2012 R2 Virtual Machine Manager. Copy or mount the installation media onto the server by performing the following steps:

1. We have created a service account for VMM Service, named srv_vmm. Add this account to the local administrators group on the VMM server.

2. Extract the files by running the wizard. Right-click on the Setup.exe folder and select Run as administrator.
3. Click on the **Install** link, as shown in the following screenshot:

![Microsoft System Center 2012 R2](image)

4. Select **VMM management server** on the **Select features to install** dialog box. Then click on **Next**.

5. On the **Product registration information** dialog box page, provide **Name**, **Organization** and **Product key**. Then click on **Next**.

6. Read and select the checkbox next to **I have read, understood, and agree with the terms of the license agreement**. Then click on **Next**.

7. Select an appropriate choice according to your organization in the **Customer Experience Improvement Program** dialog box. Then click on **Next**.

8. Select **Off** in the **Microsoft Update** dialog box. Then click on **Next**.

9. Leave the default path for installation of the VMM server as it is on the **Installation location** page. The default path is **C:\Program Files\Microsoft System Center 2012 R2\Virtual Machine Manager**. Then click on **Next**.

10. Resolve any issues that show up on the **Warnings** page, which is a prerequisite. Then click on **Next**.
11. On the **Database configuration** page, provide the SQL **Server name**. If the SQL instance is a non-default name, we can even mention the specific port number and alternative credentials on this page. We can also change the VMM database name in the **Database configuration** dialog box. We will default name for database. Then click on **Next**, as shown in the following screenshot:

![Database configuration screenshot]

12. On the **Configure service account and distributed key management** page, provide the **Domain account** name that we have created earlier. This page also allows us to configure the **Distributed Key Management** settings to store the management keys in the Active Directory. Storing management keys in the Active Directory is a safer automated method than storing it locally on the VMM server. In a highly available VMM configuration, a distributed key has to be stored in the Active Directory. More details about these keys can be found at [http://go.microsoft.com/fwlink/?linkid=209609](http://go.microsoft.com/fwlink/?linkid=209609). After providing the **Domain account** credentials, click on **Next**.
13. On the **Port configuration** page, review and take note of the communication ports that will be used by the VMM server. Then click on **Next**, as shown in the following screenshot:

![Port configuration screenshot](image)

14. On the **Library configuration** page, leave the default location as it is and click on **Next**.

15. Review the selected features and then click on **Install**.
16. After the installation is successfully finished, click on the Close button, as shown in this screenshot:

![Screenshot of Microsoft System Center 2012 R2 Virtual Machine Manager Setup Wizard](image)

This concludes the installation of System Center Virtual Machine Manager.

**Configuring the SCVMM server**

Log on to the VMM server. Launch the VMM console by double-clicking on the Virtual Machine Manager Console icon on the desktop, as shown here:
VMM console is divided into five different sections: **VMs and Services, Fabric, Library, Jobs,** and **Settings.** All of these sections can be seen in the left pane, as shown in the following screenshot:

![VMs and Services](image)

The **VMs and Services** section can show configured Tenants, Clouds, VM Networks, Storage, and All Hosts components.

The **Fabric** section is further subdivided into Servers, Networking, and Storage. The **Servers** subsection contains infrastructure building components such as Library Servers, PXE servers, Update Server, vCenter Servers, and VMM Server.

The **Networking** section contains Logical Networks, MAC Address Pools, Load Balancers, VIP Templates, Logical Switches, Port Profiles, Port Classifications, and Network Service.

The **Storage** section contains Classifications and Pools, Providers, Arrays, File Servers, and Fibre Channel Fabric resources.

The **Library** section contains Templates, Service Templates, VM Templates, Service Deployment Configuration, Profiles, Hardware Profiles, Operating System Profiles, Cloud Libraries, Library Servers, Self Service User Content, and Update Catalog and Baselines.

We need at least one cloud configured in Virtual Machine Manager so that App Controller can display the configuration and templates assigned to the resources.
Adding Hyper-V host to the SCVMM server

To add a Hyper-V host to the VMM server, perform the following steps:

1. Launch **VMM Console**. Click on **Fabric** in the left pane. Click on **Servers**, then click on **Add Resources** in the top ribbon, and select **Hyper-V Hosts and Clusters**, as shown in the following screenshot. This will launch **Add Hyper-V Host** wizard.

![Add Hyper-V Host wizard](image)

2. Select **Windows Server** computers in a trusted Active Directory domain. Then click on **Next**.

3. At the **Specify the credentials to use for discovery** page, specify **Run as account** that has local administrator access to the Hyper-V host. Then click on **Next**.

4. On **Specify the search scope for virtual machine host candidates**, select **Specify Windows Server computers by names**. After specifying the Hyper-V hostname, click on **Next**.

5. Select the discovered computer from the list in the **Target Resources** pages. Then click on **Next**.
6. On the **Specify a host group and virtual machine placement path settings for hosts** page, add the Hyper-V host to the default option or a specific **Host Group**. Then click on **Next**.

7. Confirm the settings on the **Summary** page. We can also save the PowerShell script for the purpose of automation. Then click on **Finish**.

8. Wait for the VMM job to finish adding the Hyper-V host.

This concludes adding the Hyper-V host to the VMM server.

### Creating hardware profiles

The following steps will walk you through the tasks required to create a new hardware profile:

1. Launch **VMM Console** and select the **Library** button in the left pane. Expand **Profiles**, right-click on **Hardware Profiles**, and select **Create Hardware Profile** from the pop-up menu.

2. After the **New Hardware Profile** wizard launches, provide a unique name for the profile. It's good practice to name the profile according to the services being offered. We will be using **Small HW Size Windows Server 2012 R2**.

3. Provide a good description and select the generation for **Hardware Profile**. We will be using the default, which is **Generation 1**.

4. Switch to the **Hardware Profiles** tab in the left pane. In the **Cloud Capability** section, select the checkbox next to **Hyper-V**. In the **Processor** section, select **Appropriate number of processors**. In the **Memory** section, we will be using **Static Memory** of **2048 MB**. In the **Networking** section, select a **VM network**. Finally, in the **Availability** section, select the checkbox next to **Make this virtual machine highly available** if the virtual machine will be residing on a Hyper-V cluster. In our case, it's a standalone Hyper-V machine, so we won't be selecting this option.
5. There are many more settings that can be configured for **Hardware Profiles** in this section, but they are out of the scope of this book. Once the preceding settings are configured, click on **OK** as shown in the following screenshot:

![Hardware Profile Configuration Screenshot]

6. We can have multiple **Hardware Profiles** to address the needs of the corporate end user, while also enforcing corporate policies and standardizing virtual machine configurations. The end user does not need to know where these resources are going to be created and information related to the backend of the infrastructure. These will be configured by the VMM administrator. Take a look at the following screenshot:
Creating Guest OS profiles

Guest operating system profiles allow the VMM server to apply a computer name pattern, compatibility, product key, local administrator credentials, time zone, domain join credentials, and answer files to a single package. We can also add roles and features during virtual machine deployment. The following steps will walk you through the procedure of creating a Guest OS profile:

1. Launch VMM Console, select Library from the left pane, and expand Profiles.

2. Right-click on Guest OS Profiles and select Create Guest OS Profile from the pop-up menu.

Once the Create New Guest OS profile wizard launches, provide a unique name. We will be using OS Profile Windows Server 2012 R2, and will provide a good description for the OS profile. Leave Compatibility to the default setting of Microsoft Windows.

3. Switch to the Guest OS Profile tab in the left pane. In the General settings section, select Operating System and Windows Server 2012 R2 Standard. In the Identity information section, replace the asterisk with Contoso-Web_###. This will allow VMM to assign a sequence number during the provisioning process. If we leave the asterisk in Computer name as it is, a random name will be generated each time a new virtual machine is deployed.
4. In the **Admin password** section, specify and confirm a strong local administrative password. In the **Product Key** section, provide your corporate **VLK** or **MAK** key. Then, in the **Time Zone** section, select your local time zone.

5. In the **Networking** section, specify **Domain name** and **User account credentials** details that have enough permission to join a machine to the domain.
6. When all the details have been provided, click on OK.

Creating a VM network

In this section, we will be creating a VM network that will be assigned to a private cloud later. Perform the following instructions to create a new VM network:

1. Launch VMM Console and select Fabric in the left pane.
2. Expand Networking, right-click on Logical Networks, and select Create Logical Network from the pop-up menu.
3. In the Name field, provide a unique name. We will be using Contoso Logical Network. Under the One connected network section, select the checkbox next to Allow new VM networks created on this logical network to use network virtualization, and also check the box next to Create a VM network with the same name to allow virtual machines to access this logical network directly. Then click on Next.
4. In the **Network Site** tab, click on the **Add** button. On the right side, select the checkbox next to the **All Hosts** group. In the **Associated VLANs and IP subnets** section, click on the **Insert row** button. Then add a VLAN number and IP subnet. Now click on **Next**.

5. Review **Settings** and click on the **Finish** button.

6. In a single wizard, we were able to configure a logical network and a virtual network. We also have the ability to add multiple subnets and VLANs to a single logical network. Such settings are out of the scope of this book.

7. Right-click on **Contoso Logical Network** and select **Create IP Pool**. Here, we create an IP pool, and it is assigned to a particular logical network for automatic distribution of IPs. Newly provisioned virtual machines will receive IPs from this pool of addresses.
8. Step through **Create IP Pool wizard** to define the IP address distribution to VMs. Provide a unique name for **IP Pool**, **Logical network**, and **Description**. Then click on **Next**.

9. We will use an existing network site that was created earlier, and then click on **Next**.

10. Specify the starting and ending ranges and click on **Next**.

11. Specify the **Gateway**, **DNS**, and **WINS** settings according to your environment. Then click on **Next**.

12. On the **Summary** page, review the settings and click on **Finish**.

---

**Creating the VM template**

Now that we have all the building blocks configured in the VMM server, we will create a VM template. Perform the following steps to configure a new VM template:

1. Launch **VMM Console**. Select **Library** in the left pane.

2. Expand **Templates**, right-click on **VM Templates**, and select **Create VM Template** from the pop-up menu.

3. Click on the **Browse** button in **Use an existing VM template or a virtual hard disk stored in the library**.

4. Select a **VHD** or **VHDX** file that has been prepared for storage in the VMM library. I have a **Windows Server 2012 R2** file already imported. Click on **OK** after selecting the appropriate file.

5. Now you will be taken back to the **Create VM Template** wizard. Click on **Next**.

6. Provide a unique name in **VM Template Name**. We will be using **Windows Server 2012 R2 WEB Template**. Provide a good description, leave **Generation type** to the default value of **Generation 1**, and click on **Next**.

7. On the **Configure Hardware** page, select the **Small HW Size Windows Server 2012 R2** hardware profile from the drop-down list. Then click on **Next**.
8. On the Configure Operating System page, select the OS Profile Windows Server 2012 R2 OS profile from the drop-down list. Then click on Next.

9. We don't have any application configuration profiles and SQL Server profiles to configure, so select None in the drop-down list on both pages and click on the Next button on both pages.

10. On the Summary page, review the selection and then click on the Create button.

Creating a private cloud

In this section, we will be combining all the pieces of the puzzle into a single entity called cloud. We have the ability to create multi-tenant environment on a single physical hardware or cluster. Perform the following steps to configure a cloud in the VMM server environment:

1. Launch VMM Console if it is not already open. Select VMs and Services from the left pane.
2. Right-click on Clouds and select Create Cloud from the pop-up menu.
3. On the General page, specify a unique name and description for the cloud. We will be using Contoso Cloud as the name. Then click on Next.
4. On the Resource page, select the appropriate Host Group (we will be using All Hosts group) and then click on Next.
5. On the Logical Network page, select an appropriate logical network. Then click on Next.
6. Click on Next on the Load Balancers and VIP Templates pages.
7. On the Port Classifications page, select the appropriate port classifications that should be allowed for this cloud, and then click on Next.
8. On the Storage page, select the appropriate storage classifications according to your environment. Then click on Next.
9. On the Library page, click on the Add button, select the default VMM Library, and click on OK. Then click on Next.
10. On the **Capacity** page, leave default settings of **Unlimited capacity** as they are, and click on **Next**.

11. On the **Capability Profiles** page, select **Hyper-V**. Then click on **Next**.

12. On the **Summary** page, review the selections and click on **Finish**.

![Image of Clouds]

**Summary**

In this chapter, we installed the prerequisites for successful installation of System Center 2012 R2 Virtual Machine Manager. Then we configured hardware profiles, guest OS profiles for automation of Virtual Machine deployment. We also created a VM template to consolidate hardware and guest OS profiles. Then we created a logical network and VM network to route data from virtual machines.

In the next chapter, we will continue with System Center 2012 R2 App Controller, integrate the VMM server with App Controller and Azure Subscription, and add a network share.
Customizing App Controller

System Center 2012 R2 App Controller provides a web-based portal to manage an on-premises Azure Cloud and a third party cloud solution through a single pane of glass. Before we can manage these solutions, we will need to connect to these resources by integrating them in the App Controller admin console. This chapter will walk you through the steps required for integration.

In this chapter, we will cover the following topics:

- Getting familiar with the App Controller admin console
- Connecting Virtual Machine Manager with App Controller
- Connecting to Azure subscription
- Adding network shared storage to App Controller
- Changing the SSL certificate on the App Controller admin portal website

In previous chapters, we installed App Controller. For help with App Controller installation, refer to Chapter 2, Installing and Working with Different App Controller Components.

Logging in to the App Controller interface

In this section, we will log in to the App Controller web portal for the first time. Perform the following steps to open the App Controller admin console:

1. Before attempting to log on to the App Controller server, ensure that Microsoft Silverlight is installed on the server. It can be downloaded from http://www.microsoft.com/silverlight/.

2. Log on to the App Controller server. Launch the Internet Explorer: type https://localhost, and press the Enter key.
3. If a warning message saying **There is a problem with this website's security certificate** shows up, select the **Continue to this website (not recommended)** link, as shown in the following screenshot:

![Warning message screenshot]

We recommend that you close this webpage and do not continue to this website.

Click here to close this webpage.

Continue to this website (not recommended).

More information

4. Now, you will be presented with the logon screen. Provide administrative credentials to log on to start with, it is the service account details of the App Controller administrator. Click on the **Sign In** button in the browser as follows:

![Logon screen]
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5. Depending on the speed of your system, the Microsoft System Center 2012 R2 App Controller Admin portal will open. The Admin portal is based on the Silverlight technology and looks very similar to the Virtual Machine Manager Console as follows:

![Microsoft System Center 2012 R2](Image)

6. The App Controller Admin console is divided into seven sections, as shown in the left pane of the preceding screenshot. By default, the **Overview** page shows up every time we log in to the admin portal. We can manage multiple subscriptions and common tasks in the **Overview** page. There are three main categories in the **Overview** page. Out of them, **Status** contains **Private Clouds** created in the VMM server, **Public Clouds** displays Microsoft Azure subscriptions being managed by App Controller, and **Hosting Service Providers** shows third party service providers.
Integrating the Virtual Machine Manager server for private cloud management

In this section, we will integrate our previously installed Virtual Machine Manager server with the App Controller server. Perform the following steps to complete the task:

1. Log on to the App Controller server. Launch Internet Explorer and log in with an account that has local administrative access on the App Controller server. On the Overview page, under the Private Clouds subsection of the Status section, click on the Connect a Virtual Machine Manager server link, as shown in the following screenshot. In future, we should click on the Settings link in the left pane, select Connections in the submenu, click on Connect in the middle pane, and select SCVMM from the pop-up menu.
2. In the pop-up dialog box, provide a **Connection Name**, **Description**, **Server name**, and a **Port** for VMM communication. Ensure that you select **Automatically import SSL certificates**. Then click on the **OK** button as shown:
3. After a couple of minutes, VMM integration will be completed and the **Private Clouds** section will be populated with the current configuration set in the VMM server, as shown in the following screenshot:

![Private Clouds Screenshot](image)

4. We can also see the configuration of the configured clouds in Virtual Machine Manager. By clicking on **Clouds** in the left pane, **Contoso Cloud** can be seen in the middle pane with a description and cloud name assigned. To see computer limitations set on the cloud, we can change the **View** option to show information cards by clicking on the **Show items as cards** button in the top-right corner:

![Clouds Screenshot](image)
Configuring a Microsoft Azure subscription

In this section, we will configure the on-premises App Controller deployment to connect to the Windows Azure subscription. The following capabilities will be enabled for our private cloud users in both private and public cloud:

- Start virtual machines
- Stop virtual machines
- Shut down virtual machines
- Restart virtual machines
- Connect to virtual machines
- Modify existing virtual machines
- Copy existing virtual machines to Azure
- Deploy virtual machines
- Deploy cloud services
- Add virtual machines to cloud services
- Modify existing services
- View and manage jobs

To connect App Controller to Windows Azure, we have to first create a self-signed certificate. Then export the certificate package with private keys and also export the certificate without private keys. Next, we need to upload the certificate without private keys to the Windows Azure management portal and import the certificate package with the subscription ID into App Controller. Perform the following steps to complete the task:

1. Log on to the App Controller server and launch the IIS manager console.
2. Left-click on the Server name in the console. Double-click on Server Certificates in the IIS feature section, as follows:

3. In the Actions pane on the right side of the console. Click on the Create Self-Signed Certificate link.

4. In the Create Self-Signed Certificate wizard, provide a friendly name like AzureManagementCertificate and store it in the Personal store. Then click on OK.

5. Launch MMC by typing MMC in the Run dialog box. Add Certificate snap-in from Add/remove snap-ins. Select Computer account for managing certificates store. Then click on Next.
6. In the **Select the computer you want this snap-in to manage** section dialog page, select **Local computer**. Next, click on **Finish** and then click on **OK**.

7. Back in the **MMC** console, expand **Certificates (Local Computer)**. Expand **Personal**, then **Highlight Certificates**. In the middle pane, we can see the list of certificates available.

8. Right-click on **AzureManagementCertificate**. Select **All Tasks** and click on **Export…**

![Certificate Management Image]

9. Click on **Next** to start the **Certificate Wizard**. Make sure the **Yes export the private key** option is selected. Then click on **Next**.

10. Leave default settings for **Export File Format** and click on **Next**. Provide a strong password to protect the PFX package. Then click on **Next**. Provide a path to store the package locally and click on **Next**. Finally, click on **Finish**.

11. Now log on to the **Windows Azure** portal. Sign in with your **Azure Administrative ID** details.
12. In the **Management Portal**, select **Settings** in the left pane. In the middle pane, click on the **MANAGEMENT CERTIFICATES** link. Then click on the **UPLOAD A MANAGEMENT CERTIFICATE** link as shown in the following screenshot. Browse for the **CER** file without private keys. Wait for the upload to complete. Take a note of the **Subscription ID** in the **Management Certificates** section. This will be used during the App Controller connection configuration.

13. Now, we are ready to connect App Controller to the Azure subscription. Azure cloud subscription will use certificate authentication. The certificate uploaded in the previous step will be used for encrypting traffic between App Controller and Azure cloud.
14. Back in the App Controller admin portal, click on Clouds in the left pane. Click on the down arrow on the Connect button in the middle pane. Then select Windows Azure subscription, as shown in the following screenshot:

![Connect a Windows Azure subscription](image)

15. Provide a friendly name for the subscription and values for the Description, Subscription ID, and Management certificate fields with a private key and Management certificate password for the PFX package file. Then click on OK, as shown in the following screenshot:

![Connect a Windows Azure subscription](image)
16. After a couple of minutes, **Azure subscription** will be added to the App Controller environment. Now we can manage **Services** and **Virtual Machines** attached to this subscription, as follows:

```
<table>
<thead>
<tr>
<th>Name</th>
<th>Status</th>
<th>Cloud Name</th>
<th>Connection Name</th>
<th>Service Name</th>
<th>CPU Usage</th>
<th>Memory</th>
<th>VM Size</th>
</tr>
</thead>
<tbody>
<tr>
<td>INF-DEMO-CM-01</td>
<td>Stopped</td>
<td>Azure...</td>
<td>Windows Azure</td>
<td>INF-DEMO...</td>
<td>Basic_A1</td>
<td></td>
<td></td>
</tr>
<tr>
<td>INF-DEMO-DC-01</td>
<td>Stopped</td>
<td>Azure...</td>
<td>Windows Azure</td>
<td>INF-DEMO...</td>
<td>Basic_A1</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
```

17. In the **Cloud** section, we can also see the new **Windows Azure** connection as shown in the following screenshot:

```
<table>
<thead>
<tr>
<th>Name</th>
<th>Connection Name</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Contoso Cloud</td>
<td>DataCenter...</td>
<td></td>
</tr>
<tr>
<td>Azure Demo Environment</td>
<td>Windows Azure</td>
<td>demo subscription</td>
</tr>
</tbody>
</table>
```

### Configuring roles-based access

In this section, we will be adding a new tenant user to the App Controller. This user will be assigned particular settings to manage their environment. I have created a standard domain user called **Contoso_Tenant01** for demo purposes. This account will be given full administrative access to the **Contoso Cloud** only. Follow the following steps to complete this task:

1. Log on to the Virtual Machine Manager server. Launch **VMM Console**.
2. Select **Settings** in the left pane. Expand **Security** and select **User Roles**. In the ribbon, click on **Create User Role**, as shown in the following screenshot:
3. After the **Create User Role** wizard launches, provide the **Name** and **Description** and then click on **Next**. I have used **Contoso Cloud Administrator** and **Administrator of Contoso Cloud**.

4. Select **Tenant Administrator** and click on **Next**:

5. In the **Members** section, add a security group on individual user accounts. I have added a **Contoso_Tenant01** account to the members list. Then click on **Next**.
6. In the **Scope** section of the wizard, select the checkbox next to **Contoso Cloud** and click on **Next**.

7. In the **Quotas for the Contoso Cloud** section, adjust **Role Level** and **Member level quotas** as required. We will be using the default settings of Use Maximum for all settings. Then click on **Next**.

8. In the **Networking** section of the wizard, add **Logical network belonging to Contoso** by clicking on the **Add** button. Then click on **Next**.

9. In the **Resources** section of the wizard, add resources that this tenant administrator can use. I have selected **OS profiles**, **Small HW hardware profile**, **VM Template**, and **Service Template**, available in the list. Then click on **Next**.

10. In the **Permissions** section of the wizard, we can specify tasks that this user account can perform in the environment. Switch to **Contoso Cloud** in the middle pane. Click on the **Select All** button. Then click on **Next**.

11. In the **Run As Accounts** section of the create **User Roles** wizard, specify a **privileged account** that is required in Contoso Cloud and click on **Next**.

12. In the **Summary** section of the wizard, review specified settings and then click on **Finish**.

## Adding a new VMM Library share

In this section, we will add a new Virtual Machine Library share to SCVMM. Perform the following steps for the new Virtual Machine Library share to SCVMM:

1. To specify a dedicated folder to upload data by this user, I have created a folder called **Contoso_Cloud** in the root of system drive. Give full permission to the VMM computer account and the VMM service account on the security tab and share the folder.

2. Add the new share to the VMM Library by clicking on **Library** in the left pane. Right-click on the VMM server name and select **Add Library Shares**. Select the checkbox next to the **Contoso_Cloud** share. Then, click on **Next** and **Finish**.

3. Now click on **Settings** in the left pane. Select **User Roles** in the **Security** section in the left pane. Right-click on **Contoso Cloud Administrator** and select **Properties**. Switch to the **Resources** section in the left pane. Click on the **Browse** button in the **Specify the library location where this user can upload data** section. Select the **Contoso_Cloud** folder from the **Select destination folder** dialog box and click on **OK**.
4. Now log on to the **App Controller** server. Open a new session in Internet Explorer and browse to the **App Controller** admin portal. Log on with a new account. In our case, it is `domainname\contoso_tenant01`, as shown in the following screenshot:

![App Controller login screenshot]

5. After logging on, the `Contoso_Tenant01` account can only see items that are allowed in the Virtual Machine Manager server, as follows:

![Virtual Machine Manager screenshot]
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Adding a network share

In this section, we will be adding a network share to the App Controller server. This share will be used as local cache during download or upload of the virtual machines. It can be any folder on the local network as long as the App Controller service account has the ability to make changes to the content of the shared folder. Perform the following steps to complete this task:

1. Log on to the App Controller server. Launch Internet Explorer and log in with administrative credentials.

2. We also need a shared folder with the correct permissions assigned. So launch Windows Explorer and create a folder. We will be creating a folder in the root of the system drive called SCAC_Share.

3. Once the folder is created, right-click on the folder name and select Properties. Switch to the Security tab and add the App Controller service account. Give full control permission to the service account. In our case, the account name is srv_scac_acc. Click on Apply and then on OK. Repeat the same process by switching to Sharing tab. Click on the Share button. Add the service account if it is not already present and then click on the Share button. Now click on the Done button and click on the Close button on the folder properties dialog box.

4. Now go back to the Internet Explorer browser and select the Overview page in the App Controller admin portal. Under the Next Steps section in the Common Tasks subsection, click on the Add a network file share link, as shown in the following screenshot:
5. Provide the **UNC path** to the folder that we created in step 3. The naming syntax is `\<servername>\<sharename>`. Then click on **OK**. A confirmation message will show up at the bottom of the screen for the task being completed. Take a look at the following screenshot:

![Add a network shared folder](image)

6. We can verify the addition of the share by clicking on **Library** in the left pane. Expanding **Shares** in the middle pane, we can also add more shares or remove listed shares in the Library’s **Shares** section, as follows:

![Shares](image)
Configuring SSL certificate for the App Controller website

In this section, we will change the default SSL self-signed certificate to one that is generated by our internal certificate authority (CA). Building a PKI infrastructure is out of the scope of this book. Please look at the TechNet articles for creating a PKI infrastructure. Perform the following steps provided to complete this task:

1. I will try to explain the tasks that have to be completed to get a certificate from the internal CA. To get the CA certificate published, log on to the CA server and launch the Certsrv.msc console. Expand the server name. Right-click on Certificate Templates and make a duplicate copy of Webserver template. Ensure that Server Authentication is listed in the Extensions tab. Give the template a unique name. I have used Generic Web SSL Certificate. In the Security tab, allow the App Controller server with the Enroll permission. Then right-click on Certificates Templates in the Certsrv console. Select New; select New Certificate templates to issue. From the list, select the new template.

2. Now, reboot the App Controller server. After reboot, launch MMC console, add certificates snap-in, and ensure that it shows the Local computer store. Then expand to Personal and expand Certificates. Right-click on Certificates, select All Tasks and Request New Certificates. Select the new template we just published and click on the Add more information link. Change Type from FullDN to Common Name. Specify appcontroller.contoso.internal. Give this certificate a friendly name and then click on OK. Back in the Certificate enrolment wizard, click on Enroll.

3. Log on to the App Controller server and launch the Internet Information Services console. The IIS Manager console can also be launched by pressing the windows key and typing in InetMgt.exe.

4. Expand Server Name and also expand Sites. Right-click on the AppController website. Select Edit Bindings..., as shown in the following screenshot:
5. In the **Edit Sites Bindings** dialog box, select **https** and then click on the **Edit** button.

6. Select **appcontroller Webserver Cert** from the drop-down list. Verify that certificate is correct by clicking on the **View** button. Click on the **Select** button and then click on the **OK** button, as shown in the following screenshot:
7. Now that we have a valid certificate assigned to the website in IIS Manager, create **Host (A) record** in DNS services. Specify `appcontroller.contoso.internal` as the **FQDN** and **IP address** of the App Controller server. Make sure **Silverlight** is installed on the testing machine. Launch Internet Explorer and browse to `https://appcontroller.contoso.internal`. After a couple of seconds, the App Controller logon screen will show up.

8. Take a look in the browser address bar; the certificate error should have disappeared. We no longer get a warning message before the log on screen. We can also verify the certificate assigned to this website by going to **Files | Properties** of the site and clicking on the **Certificates** button, as follows:

---

**Customizing App Controller branding**

In some scenarios corporate branding is required. It is very simple to change the branding on App Controller management portal pages. The following screenshot highlights the areas that can be changed by altering or replacing specific files on the App Controller server:
Both files are typically located at `C:\Program Files\Microsoft System Center 2012 R2\App Controller\wwwroot`, as shown in the following screenshot:
Let's take a look at the following steps:

1. To replace the top-left logo, create a file with the name `SC2012_WebHeaderLeft_AC.png` with dimensions of 213 x 38 pixels containing a transparent background.

2. To replace the top-right logo, create a file with the name `SC2012_WebHeaderRight_AC.png` with dimensions of 108 x 16 pixels containing a transparent background.

3. Override the existing files on the App Controller server with the new files.

4. Close the browser window. Open a new browser window and try to log in to the App Controller portal. The newly added logo files will be shown on top of the logon dialog box, as shown in the following screenshot:
5. The same new branding logos will be displayed after logging on to the App Controller Management portal, as shown in the following screenshot:

![Screenshot of App Controller Management portal]

**Summary**

In this chapter, we integrated Virtual Machine Manager in the App Controller. We also attached a Windows Azure subscription to the App Controller. We added a network share to the App Controller environment and saw how to configure roles-based access users. We also changed the SSL certificate of the App Controller admin portal.

In the next chapter, we will explore advanced features of System Center 2012 R2 App Controller and PowerShell cmdlets that are provided for App Controller.
Exploring Advanced Options

In this chapter, we will explore the advanced functionality provided by System Center 2012 R2 App Controller. App Controller gives us the single pane of glass console to administrate the on-premises private cloud and public cloud. We can migrate virtual machines from the on-premises private cloud to the Azure cloud. App Controller also provides a functionality to view operating system images and service templates available in the Azure cloud.

In this chapter, we will cover the following topics:

- Copying VHD files from a private cloud to the Azure cloud
- App Controller PowerShell module installation
- Introduction to App Controller PowerShell cmdlets

In previous chapters, we installed App Controller. For help with App Controller installation, refer to Chapter 2, Installing and Working with Different App Controller Components.

Copying VHD files from a private cloud to Microsoft Azure

In this section, we will be copying a virtual machine VHD file to the Azure cloud. Then, we can use the uploaded VHD file during deployment of a virtual machine. We must configure a storage location to upload the VHD file in the Azure cloud. Before we can upload the VHD file, some limitations need to be kept in mind during the preparation of the file, which are as follows:

- At the time of writing this, the Azure cloud supports the following Windows operating systems: Windows Server 2008 R2, Windows Server 2012, and Windows Server 2012 R2.
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- At the time of writing this, the newer VHDX format is not supported in Azure. We can, however, convert VHDX to the VHD format using Hyper-V manager. We can also use the `convert-vhd` PowerShell integrated cmdlet. If you get an error message for `convert-vhd` cmdlet not found, then add Remote Server Administration Tools and Hyper-V Module for Windows PowerShell in the server manager. The Hyper-V role is also required for successful conversion.
- Remote desktop must be enabled on the virtual machine.
- Do not Sysprep the virtual machine, instead simply shutdown the virtual machine. If you are preparing to upload VHD with a custom image to the Azure gallery, then Sysprep is required.
- A local administrative user account and password must be set on the virtual machine.

To complete the tasks mentioned in the previous points, perform the following steps:

1. VHD upload steps will be performed mostly in the App Controller console.
2. Now, we will create a location in the Azure cloud to store our VHD file. Log on to the App Controller console and select Library from the left pane. Now, select the Windows Azure section in the middle pane and expand Azure Demo Environment. Ensure that Azure Demo Environment is selected and click on Create Storage Account in the top menu, as shown in the following screenshot:
3. Provide a unique name and region in the settings. Click on the OK button. I have provided azurestoragedemoacc01 as the name. In the next couple of minutes, a new storage account will show up in the App Controller console.

4. Select the new azurestoragedemoacc01 storage account and click on the Create Container button in the top menu. Name it vhds and click on the OK button.

5. We can also use the Windows PowerShell module for App Controller to perform these tasks. Use Import-module AppController and get command-module AppController to see all 29 cmdlets available for App Controller.

6. Use the following script in PowerShell ISE to connect to the App Controller server:

```
Import-Module AppController

$cred = Get-Credential
$scac = "https://appcontroller.contoso.internal"
Get-SCACServer -ServerName $scac -Credential $cred
```

7. In the App Controller console, click on the Library link in the left pane. From the middle pane, expand the private cloud created in the VMM server by clicking on the triangle to the left of the name. Select the on-premises private cloud library MSSCVMM. A list of available content in the library will be displayed in the right pane. Right-click on the required VHD file in the right pane and select Copy. Then browse to SCAC_Share, created earlier in the Adding a network share section in Chapter 4, Customizing App Controller. Right-click on an empty area in the right pane and select Paste. Take a look at the following screenshot:
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8. Select the `\SCAC_Share` file that we created earlier from the middle pane. Right-click on the right pane and select Paste. For instructions on creating a share, refer to the Adding a network share section in Chapter 4, Customizing App Controller.

9. Now right-click on the VHD file from SCAC_Share area, and select the Copy option as shown in the following screenshot:

![Copy Screenshot]

10. From the middle pane, select Windows Azure and the `azurestoragedemoacc01` storage account. Expand and select the `vhds` container. Right-click on the right pane and select the Paste option, as shown in the following screenshot:

![Paste Screenshot]
11. Once the VHD file upload job has finished, the uploaded file will show up in the right pane, as shown in the following screenshot:

![Screenshot showing the VHD file upload in the Azure Management Portal]

12. We can also verify a successful upload by logging on to Azure Management Portal and browsing to the Storage account name. Then, selecting Containers tab in the dashboard followed by selecting the vhds container, as shown in the following screenshot:

![Screenshot showing the vhds container in the Azure Management Portal]
13. Now, we can use this VHD file during deployment of a new virtual machine in the Azure cloud. We can also create an image file from the VHD files uploaded to the Azure cloud. The image can be used to deploy multiple instances in the cloud services.

**Installing the PowerShell module to manage App Controller**

In this section, we will install the App Controller PowerShell module as a separate component to a virtual machine. The idea behind this installation is to provide specialized cmdlets to manage App Controller on a machine other than the App Controller server. The following steps walk you through this task:

1. Log on to the machine that requires the module. Copy the App Controller installation media or attach the installation ISO media.
2. Right-click on `Setup.exe` and select **Run as administrator**. Once the App Controller setup launches, select the **Install Windows PowerShell module for App Controller** link, as shown in the following screenshot:
3. On the **Windows PowerShell module for App Controller setup** wizard dialog box, click on **Next**.

4. Accept the license agreement and click on **Next**.

5. On the **Destination Folder** dialog page, change the installation path if required and click on **Next**, as shown in the following screenshot:

   ![Destination Folder Screenshot](image)

6. On the **Ready to install** dialog page, click on **Install**.
7. On the **Completed Windows PowerShell module for App Controller setup wizard**, click on **Finish**, as shown in the following screenshot:

8. Back in the **System Center App Controller installation** dialog box, click on the **Close** button.

---

**Introduction to App Controller PowerShell cmdlets**

PowerShell enables IT professionals to perform repetitive tasks reliably. Also, there are certain features in the Azure cloud that can only be configured with PowerShell. In this section, we will be introduced to the App Controller PowerShell module.

App Controller PowerShell module provides 29 commands that can be used in the session. In a normal PowerShell console, we can import the cmdlets by importing the App Controller module. This can be achieved by typing the following code in the PowerShell command prompt:

```powershell
Import-Module AppController
```
To get the list of commands available in the App Controller module, type the following command in the PowerShell console:

```
Get-Command -Module AppController
```

The following screenshot shows the App Controller module:

![App Controller Module](image)

The following commands are available to be used in the App Controller module:

<table>
<thead>
<tr>
<th>Name</th>
<th>Module</th>
</tr>
</thead>
<tbody>
<tr>
<td>Add-SCACloudDisk</td>
<td>AppController</td>
</tr>
<tr>
<td>Add-SCACloudImage</td>
<td>AppController</td>
</tr>
<tr>
<td>Add-SCACloudSubscription</td>
<td>AppController</td>
</tr>
<tr>
<td>Add-SCACloudSystem</td>
<td>AppController</td>
</tr>
<tr>
<td>Add-SCACloudShare</td>
<td>AppController</td>
</tr>
<tr>
<td>Export-SCACloudKey</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudSetting</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudHostedService</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudRoleInstance</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudServiceDeployment</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudSubscription</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudSystem</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudShare</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudJob</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudServer</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudShare</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudTemporaryStorage</td>
<td>AppController</td>
</tr>
<tr>
<td>Get-SCACloudUserRole</td>
<td>AppController</td>
</tr>
<tr>
<td>New-SCACloudUserRole</td>
<td>AppController</td>
</tr>
<tr>
<td>New-SCACloudUserRoleScope</td>
<td>AppController</td>
</tr>
<tr>
<td>Remove-SCACloudSubscription</td>
<td>AppController</td>
</tr>
<tr>
<td>Remove-SCACloudSystem</td>
<td>AppController</td>
</tr>
<tr>
<td>Remove-SCACloudShare</td>
<td>AppController</td>
</tr>
<tr>
<td>Remove-SCACloudUserRole</td>
<td>AppController</td>
</tr>
<tr>
<td>Resume-SCACloudServiceDeployment</td>
<td>AppController</td>
</tr>
<tr>
<td>Set-SCACloudSetting</td>
<td>AppController</td>
</tr>
<tr>
<td>Set-SCACloudSystem</td>
<td>AppController</td>
</tr>
<tr>
<td>Set-SCACloudTemporaryStorage</td>
<td>AppController</td>
</tr>
<tr>
<td>Set-SCACloudUserRole</td>
<td>AppController</td>
</tr>
<tr>
<td>Suspend-SCACloudServiceDeployment</td>
<td>AppController</td>
</tr>
</tbody>
</table>
We also have the ability to connect to the App Controller server under the context of the permission allowed to a specific user. Launch PowerShell ISE as an administrator and run the following script:

```powershell
Import-Module AppController
$cred= Get-credential
$scac= 'https://appcontroller.contoso.internal'
Get-SCACServer -ServerName $scac -Credential $cred
```

A dialog box as shown in the following screenshot appears:

![Credential Dialog](image)

The previous script will pop up a credential dialog for authentication. Once authenticated, all the commands that run against the App Controller server will allow an access level configured for the credentials provided. Please replace the value for $SCAC according to your App Controller environment.
Displaying the App Controller shares in PowerShell

Launch PowerShell for App Controller by searching for applications and typing PowerShell. Right-click and run as administrator. After the console launches, type the following command:

```
Get-SCACShare
```

The following path will be displayed:

![Image showing PowerShell output](image)

The previous command will show all the App Controller shares attached to the connected server.

Installing the Windows Azure PowerShell

In this section, we will introduce Windows Azure PowerShell. PowerShell is very good at performing repetitive tasks and most of the time tasks that cannot be performed from the GUI. The following procedure walks you through the steps for installation:

1. Download the [Microsoft Azure PowerShell](http://go.microsoft.com/fwlink/p/?linkid=320376&clcid=0x409) module. At the time of writing this, the module version is 0.8.11 release date 0.0.11. Microsoft Azure PowerShell web installer can be obtained from http://go.microsoft.com/fwlink/p/?linkid=320376&clcid=0x409.

2. Once the installer is downloaded, select Run as administrator. Accept EULA and click on the download button on the Web Platform Installer 5.0 setup wizard. Once the prerequisite software has been downloaded and installed successfully, click on Exit.
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3. Search for Azure PowerShell. Right-click on the Microsoft Azure PowerShell application and select Run as administrator, as shown in the following screenshot:

4. Connect to your Azure Subscription via PowerShell. Type the Get-AzurePublishSettingsFile command. This will open a browser window for authentication.

5. After the authentication, download the settings file. Now, back in PowerShell console, type Import-AzurePublishSettingsFile -PublishSettingsFile 'C:\Media\azuresettings.publishsettings'. Here, we saved the settings file as Azure settings.

6. Confirm the Azure connection by typing the Get-Azure Subscription command. This will show details about the current subscription.
Summary

In this chapter, we looked into advanced features enabled by App Controller. We covered the migration of a virtual machine VHD file to the Azure cloud, creation of a new storage account in the Azure cloud, installation of the App Controller PowerShell module on a remote machine, connecting PowerShell to Azure subscription, and also the Windows Azure module.

In the next chapter, we will be looking into disaster recovery options available for App Controller.
In this chapter, we will discuss the procedure to backup System Center 2012 R2 App Controller. The App Controller server itself is database agnostic meaning as long as we have a good backup copy of the App Controller database. A new App Controller server can be installed using the recovered database and backed up encryption key during the setup process.

In this chapter, we will cover the following points:

- Performing a backup of the App Controller database
- Making disaster recovery planning decisions for App Controller recovery
- Recovering App Controller service from backup

Available choices

As mentioned previously, the App Controller server when deployed with a remote SQL Server does not contain a lot of information. This gives us a lot of choices for planning a backup of the App Controller environment. We can use multiple methods to perform a backup of the App Controller environment, as follows:

- Using traditional tools such as SQL Server Management Studio to perform database backup and using Windows Backup to perform system state backup of the operating system.
- Using System Center 2012 R2 Data Protection Manager to perform scheduled backup of the App Controller SQL database and BMR (bare metal recovery) of the operating system running App Controller binaries.
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- Restoring App Controller database to an existing environment without running an App Controller setup by backing up the App Controller database only using traditional or enterprise-level backup tools. During disaster recovery, install App Controller as a fresh install. Then restore the previously backed up App Controller database to the newly deployed environment, taking into account that the service pack or feature pack versions are the same.

Procedure

In this section, we will describe the backup and recovery procedure. To perform a successful recovery during backup, the App Controller advanced encryption standard (AES) key must be exported by performing the following steps:

1. Launch PowerShell ISE as an administrator on the App Controller server.
2. Run the following script, replacing ServerName and Password for the key file according to your requirements:
   ```powershell
   Import-Module AppController
   $Credentials = Get-Credential
   Get-SCACServer -ServerName 'https://appcontroller.contoso.internal' -Credential $Credentials
   $Password = ConvertTo-SecureString "PassWord01" -AsPlainText -Force
   Export-SCACAESKey -Path "C:\Media\Key.txt" -Password $Password
   ```

Backing up App Controller

In this section, we will cover the steps required to make a backup of the System Center 2012 R2 App Controller server, as follows:

1. Log on to the App Controller server and launch Windows PowerShell ISE as an administrator.
2. Run the following script and change the values of the server URL and password according to your environment:

```powershell
Import-Module AppController
$Credentials = Get-Credential
Get-SCACServer -ServerName 'https://appcontroller.contoso.internal' -Credential $Credentials
$Password = ConvertTo-SecureString "PasswordQL" -AsPlainText -Force
Export-SCACAESKey -Path "C:\Media\Key.txt" -Password $Password
```

3. Launch SQL Server Management Studio on the SQL server hosting the App Controller database. In our case, it is a remote server. Take a look at the following screenshot:
4. In the **Back Up Database** dialog box, specify **Name**, **Description**, and **Destination** to store the backup file. Click on the **Add** button in the destination section as follows:

![Backup and Recovery](image)

5. In the **Select Backup Destination** dialog box, click on the ... button next to the **File name** path box, as shown in the following screenshot:
6. In the **Locate Database Files** dialog box, browse to the custom folder that will be used for storing the backup file. Specify the name of the backup file. Then click on the **OK** button as shown in the following screenshot:
7. In the **Select Backup Destination** dialog box, the specified folder path and filename should be auto-filled in the filename box. Then click on the **OK** button as shown in the following screenshot:

![Select Backup Destination](image)

8. Back in the **Back Up Database** dialog box, if any other backup destinations exist in the destination section other than the one we just specified, then select each entry and click on the **Remove** button.

9. Optionally, you can switch to the **Options** tab from the left pane and select the checkbox next to **Verify backup when finished**. Then click on **OK** button as shown in the following screenshot:

![Back Up Database](image)
10. Wait for the backup job to finish. Once the job execution completes, a dialog box will pop up. Click on **OK** to close the following dialog box:

![Microsoft SQL Server Management Studio dialog box](image)

11. To confirm a successful backup, open Windows Explorer and browse to the folder specified earlier in the **Back Up Database** dialog box, as follows:

![Windows Explorer backup folder](image)

### Restoring App Controller

In this section, we will explain the procedure to restore the App Controller service. Let's go through the following points:

1. To restore the App Controller service, use traditional tools such as SQL Server Management Studio to restore the backup copy of the database.

2. Then run the App Controller setup as part of the disaster recovery process; provide the **AES key** file we exported in the previous section during the setup wizard.
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Summary
In this chapter, we looked at the type of backups that can be created for disaster recovery purposes. Ideally, SCDPM should be used for backing up the BMR state of the App Controller server and snapshot of SQL database if possible. The recovery process can become very flexible and efficient with disk-based short term backup on a DPM server.

For more instructions on BMR with Data Protection Manager, visit Pluralsight, which has a very good tutorial on Data Protection Manager. A sample of the tutorial can be found at http://blog.pluralsight.com/videos/scdpm-bare-metal-recovery.

This concludes the Learning System Center App Controller book by Packt Publishing. We hope you have enjoyed this book as much as we enjoyed writing it.
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